
ДРУГИЙ АПЕЛЯЦІЙНИЙ АДМІНІСТРАТИВНИЙ СУД

НАКАЗ

10 лютого 2026 року м. Харків № 2.2-04/29

Про затвердження Переліку інформації, 
яка потребує захисту в Другому апеляційному 
адміністративному суді

Відповідно до Закону України "Про інформацію", Закону України "Про захист 
інформації в інформаційно-комунікаційних системах", Закону України "Про захист 
персональних даних", Указу Президента України "Про Положення про технічний 
захист інформації в Україні", Інструкції про порядок ведення, обліку, зберігання, 
використання і знищення документів та інших матеріальних носіїв інформації, що 
містять службову інформацію в Другому апеляційному адміністративному суді, 
затвердженої наказом голови Другого апеляційного адміністративного суду від 
28.12.2018 №04-04/12

* НАКАЗУЮ:

1. Затвердити Перелік інформації, яка потребує захисту в Другому 
апеляційному адміністративному суді, що додається.

2. Головному спеціалісту (по зв'язкам з громадськістю та ЗМІ) Другого 
апеляційного адміністративного суду здійснити оприлюднення на веб-сайті суду 
Переліку інформації, яка потребує захисту в Другому апеляційному 
адміністративному суді.

3. Контроль за виконанням цього наказу покладаю на керівника апарату суду 
Янчевського І.Г.

Ч

Підстава: протокол №1 від 10.02.2026 року комісії з обстеження інформаційного 
середовища Другого апеляційного адміністративного суду.

Голова суду Армен БЕГУНЦ



ЗАТВЕРДЖЕНО
Наказ голови Другого апеляційного 
адміністративного суду 
від 10 лютого 2026 р. № 2.2-04/29

Перелік інформації, яка потребує захисту в Другому апеляційному 
адміністративному суді

І. З питань мобілізаційної підготовки
1.1. Відомості про методичні матеріали з питань мобілізаційної підготовки.
1.2. Відомості про виконання законів, інших нормативно-правових актів з питань 
мобілізаційної підготовки.
1.3. Відомості про військовозобов'язаних, які заброньовані Другим апеляційним 
адміністративним судом.
1.4. Відомості про виділення будівель, споруд, транспортних та інших матеріально- 
технічних засобів Збройним Силам України, іншим військовим формуванням в 
особливий період.
1.5. Відомості про зміст планів та програм мобілізаційної підготовки, результати їх 
виконання в цілому.
1.6. Відомості про організацію оповіщення, управління та зв'язку, порядок 
переведення суду на режим роботи в умовах особливого періоду.
1.7. Дислокація, характеристика пунктів управління, організація забезпечення 
життєдіяльності, системи охорони та захисту пунктів управління.
1.8. Відомості про потребу в асигнуваннях і фактичні фінансові витрати на 
мобілізаційну підготовку, обсяги матеріально-технічного, фінансового забезпечення 
заходів, передбачених мобілізаційними планами, планами переведення на 
функціонування в умовах особливого періоду.
1.9. Функціональні обов'язки працівників суду на особливий період.
І.ІО. Відомості про порядок бронювання за переліками посад і професій 
військовозобов’язаних, які підлягають бронюванню під час мобілізації та у воєнний 
час.
1.11. Відомості, щодо військовозобов'язаних суддів та працівників апарату судів, що 
призвані до лав Збройних Сил України або інших, утворених відповідно до Законів 
України, військових формувань по мобілізації, у тому числі прізвище, ім'я, по 
батькові та посада.
1.12. Відомості, щодо військового обліку військовозобов'язаних та призовників суду, 
листування з питань військового обліку та бронювання.

II. З питань організаційно-управлінської діяльності
2.1. Відомості про зміст заходів та документів із забезпечення режиму збереження 
службової інформації в умовах особливого періоду або надзвичайного стану.
2.2. Документи, що містять службову інформацію інших державних органів, органів 
місцевого самоврядування, підприємств, установ й організацій, у тому числі 
міжнародних організацій, іноземних партнерів.
2.3. Документи претензійно-позовного характеру, які опрацьовуються працівниками 
суду та мають гриф обмеження доступу "Для службового користування".



2.4. Відомості щодо проведення службових розслідувань за фактами порушень 
законодавства про охорону доступу до службової інформації, про втрату документів, 
виробів або інших матеріальних носіїв інформації, яким надано гриф "Для 
службового користування", та про факт розголошення службової інформації.
2.5. Протоколи (акти, тощо), які складаються за результатами роботи Комісії з 
питань роботи із службовою інформацією Другого апеляційного адміністративного 
суду, якщо Комісією з питань роботи із службовою інформацією Другого 
апеляційного адміністративного суду під час схвалення такого документу прийняте 
рішення про віднесення його до документів з грифом «Для службового 
користування».
2.6. Інформація, щодо внутрішньої організації ведення обліку, реєстрації та 
зберігання документів з грифом «Для службового користування».
2.7. Відомості, що містяться в протоколах засідань зборів суддів та рішеннях зборів 
суддів Другого апеляційного адміністративного суду, щодо яких прийнято рішення 
про віднесення їх до службової інформації.
2.8. Відомості, що можуть міститися в документах з обліку печаток і штампів.
2.9. Відомості, що містяться в наказах, розпорядженнях, дорученнях тощо 
керівництва суду, щодо яких прийнято рішення про віднесення таких документів до 
документів з грифом «Для службового користування».
2.10. Відомості про суддів та працівників апарату Другого апеляційного 
адміністративного суду, які загинули, зникли безвісти (потрапили в полон) під час дії 
воєнного стану і ведення бойових дій.

ПІ. З питань криптографічного та технічного захисту інформації
3.1. Відомості про порядок використання, поводження, технічні характеристики 
засобів криптографічного захисту службової інформації.
3.2. Відомості про номенклатуру, кількість засобів криптографічного захисту 
службової інформації, місця їх розташування.
3.3. Відомості про зміст заходів, склад засобів комплексу технічного захисту 
інформації або комплексної системи захисту інформації, призначених для захисту 
інформації, вимога щодо захисту якої встановлена законодавством (крім тих, що 
становлять державну таємницю), на конкретному об'єкті інформаційної діяльності 
або в конкретній інформаційній (автоматизованій) чи інформаційно-комунікаційній 
системі, матеріалів їх обстеження та атестування.
3.4. Відомості про взаємодію із суб'єктами владних повноважень, військовими 
формуваннями, підприємствами, установами та організаціями незалежно від форм 
власності з питань організації технічного захисту інформації, вимога щодо захисту 
якої встановлена законом, крім тих, що становлять державну таємницю.
3.5. Відомості про взаємодію із суб'єктами владних повноважень, військовими 
формуваннями, підприємствами, установами та організаціями державної форми 
власності з питань їх оточення і розміщення навколо них іноземних дипломатичних 
представництв, консульських установ, представництв міжнародних та іноземних 
організацій.
3.6. Відомості про організацію заходів щодо створення комплексної системи захисту 
інформації в ІТС, що містяться у протоколах, звітах, підготовлених та оформлених за 
результатами нарад і зустрічей з представниками органів державної влади,



підприємств, установ.
3.7. Відомості про склад та структуру, результати державної експертизи комплексних 
систем захисту інформації в інформаційно-телекомунікаційних системах, заходи, які 
здійснюються при її проведенні, способи (методи) і порядок проведення цих заходів, 
що містяться в матеріалах державних експертиз у сфері технічного захисту 
інформації (що не становить державної таємниці), а також узагальнені відомості 
щодо виданих/зареєстрованих атестатів відповідності комплексних систем захисту 
інформації в інформаційно-телекомунікаційних системах вимогам нормативних 
документів.

IV. Діяльність з міжнародного співробітництва
4.1. Відомості щодо забезпечення додержання порядку роботи з службовою 
інформацією під час проведення в суді заходів міжнародного співробітництва.
4.2. Відомості стосовно документів суду, що містять службову інформацію 
міжнародних установ, організацій, іноземних партнерів.

V. З питань цивільного захисту та охорони суду
5.1. Відомості щодо планування, організації та виконання заходів з цивільного 
захисту й охорони суду на особливий період.
5.2. Загальні відомості, що розкривають систему охорони, пропускний режим, 
технічне оснащення охорони суду, розташування і характеристику постів охорони, 
об’єктових і периметрових систем відеоспостереження, охоронної сигналізації.

СХВАЛЕНО
Протокол засідання Комісії
з обстеження інформаційного середовища

, Другого апеляційного адміністративного суду
від 10.02.2026 № 1


